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1. PURPOSE

1.1 This policy refers to all electronic devices. A ‘device’ means any device including but not restricted to computers, laptops, tablets, MP3 players and mobile phones. Students must use all electronic devices carefully and follow all teacher instructions about how and when to use them while in a College setting.

2. USE OF EQUIPMENT

2.1 When using electronic devices on the school network or within the school grounds:

I agree to:

- Take full responsibility for the device, using them in a safe and respectful manner without intentionally damaging or disrupting equipment or software.
- Maintain the security of usernames and passwords. Acknowledging that claiming someone else accessed your account due to your mismanagement is not an acceptable excuse.
- Only access files or internet sites which are relevant to the classroom curriculum.
- Comply with a teachers request to put away, shut down or close the screen on the device without argument.
- Acknowledge that the College’s network filters will be applied to the internet and will not attempt to bypass them.
- Carefully consider the content that I upload or post online knowing that this content can be viewed by anybody.
- Use the College email account for College related purposes only. Email may not be used in class time with teacher consent.

I agree NOT to:

- Share my password with another student or access the account of another student or teacher.
- Use the device for non-instructional purposes, such as making phone calls, messaging or accessing social media.
- Record, transmit or post photographic images or video of a person(s) in the College setting unless for educational purposes as instructed by the teacher.
- Use the device to engage in threatening, cyber bullying, make unreasonable demands or use harassing materials or any other behaviour which is abusive or otherwise offensive.
- Use or download unauthorised programs/apps, including games, during College hours or while on the College system.

2.2 I understand and will abide by the above policy and guidelines. I further understand that any violation is unethical and may result in the loss of my network and/or device privileges as well as other disciplinary action.
2.3 **Tablet Usage**

2.3.1 In 2015, students in Years 7 & 8 at St Joseph’s College, Mildura are required to purchase a Microsoft Surface RT and bring the device to College. It is important that students and parents are familiar with the terms under which these devices can be used within the College environment.

Portable Technologies are a valuable teaching resource and their appropriate use in promoting learning is encouraged. They are often excellent sources of information or portray places, people, events and emotions that otherwise would be difficult to capture in the classroom setting. Portable Technologies provide a window into a wider world; they challenge students to greater understanding of issues and demand well-considered responses. They are part of an active learning program.

Students are responsible for ensuring that:

- They bring the device fully charged to College each day.
- They take it to every class, unless instructed otherwise by a teacher.
- The device is used in accordance with College rules, policies and procedures as well as expected standards.
- There is always space on the tablet for the storage of College related files.
- The device has all the required applications installed and texts available.
- Only educational and teacher approved applications and files are accessed during College hours.
- The device is secured in a padlocked locker when not in use in the classroom.
- Must be in silent mode while on the College grounds.
- Devices and accounts are secured using a relevant password.

2.4 **Data Backup**

2.4.1 The student is responsible for the backup of any files stored on their device, and the College is not liable for any lost files. Documents saved on the College network drive will however, be backed up on the College servers. Students often use devices to access and store information; as a result data will be stored local but may also be stored on servers that are located outside of Australia. Students should take measures to protect their privacy and stay safe online.

---

**Student and Parent Agreement to support St Joseph’s College Computer Network Guidelines**

I/We have read the College Parent Guidelines section and agree that we will support the College Guidelines as explained above.

Parent Signature: _________________________________________ Date: ____________

Student Signature : ______________________________ Date: ____________